### Register the application

You can register the application either in the [Azure Active Directory portal](https://aad.portal.azure.com/), or using PowerShell.

* [Portal](https://learn.microsoft.com/en-us/powershell/microsoftgraph/app-only?view=graph-powershell-1.0&tabs=azure-portal#tabpanel_1_azure-portal)
* [PowerShell](https://learn.microsoft.com/en-us/powershell/microsoftgraph/app-only?view=graph-powershell-1.0&tabs=azure-portal#tabpanel_1_powershell)

1. Open a browser and navigate to the [Azure Active Directory admin center](https://aad.portal.azure.com/) and sign in using a Microsoft 365 tenant organization admin.
2. Select **Azure Active Directory** in the left-hand navigation, then select **App registrations** under **Manage**.
3. Select **New registration**. On the **Register an application** page, set the values as follows.
   * Set **Name** to Graph PowerShell Script.
   * Set **Supported account types** to **Accounts in this organizational directory only**.
   * Leave **Redirect URI** blank.
4. Select **Register**. On the **Graph PowerShell Script** page, copy the values of the **Application (client) ID** and **Directory (tenant) ID** and save them.
5. Select **API Permissions** under **Manage**. Choose **Add a permission**.
6. Select **Microsoft Graph**, then **Application Permissions**. Add **User.Read.All** and **Group.Read.All**, then select **Add permissions**.
7. In the **Configured permissions**, remove the delegated **User.Read** permission under **Microsoft Graph** by selecting the **...** to the right of the permission and selecting **Remove permission**. Select **Yes, remove** to confirm.
8. Select the **Grant admin consent for...** button, then select **Yes** to grant admin consent for the configured application permissions. The **Status** column in the **Configured permissions** table changes to **Granted for ...**.
9. Select **Certificates & secrets** under **Manage**. Select the **Upload certificate** button. Browse to your certificate's public key file and select **Add**.